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Chart 22: Which of the following measures have you experienced being used,
or do you think should be used, to protect the confidentiality and security of
electronic or electronically submitted data in international arbitration?


