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PREFACE

Getting the Deal Through is delighted to publish the first edition of 
Technology M&A, which is available in print, as an e-book and online at 
www.gettingthedealthrough.com.

Getting the Deal Through provides international expert analysis in 
key areas of law, practice and regulation for corporate counsel, cross-
border legal practitioners, and company directors and officers. 

Throughout this edition, and following the unique Getting the Deal 
Through format, the same key questions are answered by leading 
practitioners in each of the jurisdictions featured. 

Getting the Deal Through titles are published annually in print and 
online. Please ensure you are referring to the latest edition or to the 
online version at www.gettingthedealthrough.com. 

Every effort has been made to cover all matters of concern to 
readers. However, specific legal advice should always be sought from 
experienced local advisers. 

Getting the Deal Through gratefully acknowledges the efforts of all 
the contributors to this volume, who were chosen for their recognised 
expertise. We also extend special thanks to Arlene Arin Hahn and 
Jason Rabbitt-Tomita, the contributing editors, for their assistance in 
devising and editing this volume.

London
October 2018

Preface
Technology M&A 2019
First edition
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Germany
Tobias A Heinrich, Michael Leicht and Mathias Bogusch
White & Case LLP

Structuring and legal considerations

1 What are the key laws and regulations implicated in 
technology M&A transactions that may not be relevant 
to other types of M&A transactions? Are there particular 
government approvals required, and how are those addressed 
in the definitive documentation?

When considering German laws and regulations implicated in tech-
nology M&A transactions, one may distinguish between foreign 
direct investment restrictions that generally apply in the event of a 
‘threat’ to national security and certain overlapping rules applicable to 
regulated industries.

Foreign direct investment rules
Pursuant to the German Foreign Trade and Payments Act (AWG) 
and the German Foreign Trade and Payments Ordinance (AWV), the 
German Federal Ministry for Economic Affairs and Energy (BMWi) 
is entitled to review inbound transactions by foreign investors based 
outside the European Union or the European Free Trade Association 
(EFTA). The BMWi may prohibit or restrict an acquisition should it be 
deemed to pose a threat to the ‘public order or security’ of Germany.

The AWV distinguishes between a cross-sectoral review for all 
industries (typically having a strong nexus to technology) and a sector- 
specific review that applies to certain sensitive industries. The scope of 
the latter includes arms and military equipment as well as encryption 
technologies and other key defence technologies, such as reconnais-
sance, sensor and protection technology. Both types of review apply 
irrespective of the size or enterprise value of the business acquired.

The BMWi is entitled to review all acquisitions, whether by way 
of asset and share deal or by non-EU-based investors. With respect to 
share deals, this applies to direct or indirect share acquisitions reach-
ing or exceeding a 25 per cent threshold of the target’s equity or voting 
rights. The calculation of voting rights will take into account certain 
undertakings that may be attributed to the ultimate owner, such as an 
agreement on the joint exercise of voting rights. Asset deals require a 
comparable test for the respective asset values, that is, 25 per cent of the 
assets of the acquired business. In contrast to the sector-specific review, 
which is applicable to all foreign buyers, the general review process only 
applies to non-EU or non-EFTA-based investors.

An intervention by the BMWi requires a threat to public policy 
or security that is assumed for investments into the following (non-
exhaustive) list of technology assets:
• operators of critical infrastructure that is of particular importance 

for the functioning of the community;
• companies developing or changing industry-specific software for 

the operation of critical infrastructure;
• companies entrusted with organisational monitoring measures for 

telecommunication facilities;
• companies providing cloud computing services above a certain vol-

ume; and
• companies engaged in the area of telematics infrastructure.

The completion of the investment review process for cross-sector 
reviews is by law not required for the consummation of a transaction. 
However, foreign investors often decide to initiate the review process by 
submitting an application to the BMWi for a non-objection certificate to 

obtain legal certainty for a transaction. Depending on the transaction at 
hand, the parties may also be subject to a general notification obligation.

Recent acquisitions have shown that the BMWi has become more 
sensitive to acquisitions by non-EU or non-EFTA investors, especially 
in the technology sector (see ‘Update and trends’ for further outlook on 
this subject and recent proposals on the European level).

Both European and German export control restrictions may also 
impact M&A transactions in cases where the acquirer is considering 
‘exporting’ technology (including intellectual property, know-how 
and software) outside Germany to facilitate integration with other 
group functions.

Sector-specific rules applicable to media, broadcasting and fintech
To provide broadcasting services in Germany, as regulated under the 
German Federal Broadcasting Treaty, a media provider must obtain 
permission from either the Commission for Approval and Control at 
the federal government level or the state media authority at the state 
government level. The Federal Broadcasting Treaty applies to the provi-
sion of broadcasting services in the form of linear information and com-
munication services in picture or sound via radio frequencies, including 
digital information and communication services, such as those used 
by livestream providers (eg, Twitch or YouTube). In addition, acquisi-
tions (including certain minority investments) of a media or broadcast-
ing company providing services in Germany are subject to the prior 
approval of the relevant media authority, subject to the provider operat-
ing on a state or federal level. In the absence of such approval, the rel-
evant authority may revoke the broadcasting licence previously granted 
to the provider.

Certain technology business models within the financial industry 
(such as fintech and insurtech) may constitute regulated activities, the 
acquisition of which is subject to an ownership control procedure. As 
part of such proceedings, the acquirer’s creditworthiness and finan-
cial soundness will be accessed by the German Federal Financial 
Supervisory Authority (BaFin). In the case of the acquisition of a major-
ity stake, the future business plan is subject to review by BaFin as well. 
Even if the target considers itself as unregulated, a buyer should in 
any event perform its own analysis of whether a regulatory licence is 
required at present or upon the business model advancing further to 
avoid unforeseen regulatory issues.

With respect to technology targets that are regulated entities, BaFin 
may exercise extensive interference rights if an investor acquires shares 
in such entity without fulfilling the clearance prerequisites. This may, 
in a worst-case scenario, result in the transfer of the voting rights to a 
trustee or a disposal order.

Relevant federal intellectual property statutes
Other German statutes relevant for technology transactions include 
federal acts specifically addressing:
• copyright (including rights in databases and rights in software);
• patents (which may also be granted for software); 
• utility models;
• semiconductor topography rights;
• plant varieties;
• trademarks; and 
• designs. 
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As technology M&A transactions often involve a transfer of data, data 
protection laws applicable in Germany (ie, the directly applicable pro-
visions of the EU General Data Protection Regulation (GDPR) and 
the additional provisions of the Federal Data Protection Act) may be 
relevant.

2 Are there government march-in or step-in rights with respect 
to certain categories of technologies?

Under German law, regimes exist that lead to a result broadly compara-
ble to the exercise of government march-in or step-in rights under the 
Bayh–Dole Act, which affects government funded research projects in 
the United States (see answer to question 2 for the United States).

In respect of patents, competent courts can, under certain con-
ditions, grant a ‘compulsory’ licence to commercially exploit a pat-
ent if public interest demands such licence. If a patent owner cannot 
exploit its invention because of a pre-existing patent, such owner of the 
‘younger’ patent may further be entitled to be granted a compulsory 
licence in and to the pre-existing patent. Similar rules apply to utility 
models and plant varieties.

3 How is legal title to each type of technology and intellectual 
property asset conveyed in your jurisdiction? What types of 
formalities are required to effect transfer?

Under German law, the number of IP rights affording an absolute pro-
tection toward all is limited to those IP rights codified in specific acts 
(broadly those mentioned in the last paragraph of question 1).

In general, German IP rights other than copyright (industrial prop-
erty rights) can be transferred by agreement between the transferor and 
the transferee without any formal requirements. It is recommendable 
and common, though, to document a transfer of industrial property 
rights in a written instrument. For the transfer of supranational applica-
tions or IP rights, sometimes, a written form is required (eg, transfer of 
a European patent application under the European Patent Convention 
and transfer of an  EU trademark).

Copyright itself cannot be transferred under German law because 
of the author’s moral rights. Exploitation of a copyrighted work 
requires a licence, which can go through multiple tiers, stemming from 
the author’s principal exploitation rights. For transfers of licences, see 
question 9.

Under German law, domain names as such are not considered 
an IP right with the meaning set forth above. The registrar operating 
the German country top level domain ‘.de’ (DeNIC e.G.) in its gen-
eral terms and conditions and its procedural rules does not envisage a 
transfer of a domain name as such. Instead, it only envisages a termi-
nation of the contract for the registration of the relevant domain name 
between the current holder of the domain name with the subsequent 
entering into a new contract for the registration of the relevant domain 
name with the future holder.

Know-how is also not protected as an IP right within the meaning 
set forth above under German law. Hence, an in rem transfer of rights 
in know-how is not possible.

Due diligence

4 What are the typical areas of due diligence undertaken in 
your jurisdiction with respect to technology and intellectual 
property assets in technology M&A transactions? How is 
due diligence different for mergers or share acquisitions as 
compared to carveouts or asset purchases?

Typical areas of intellectual property and technology due diligence 
undertaken in Germany with respect to technology M&A transactions 
include:
• identifying all registrations and applications for IP assets owned 

by the target and confirming the status, lien status, chain-of-title, 
expiration date (if applicable), scope of protection and ownership 
thereof;

• identifying all other IP assets (ie, unregistered intellectual property 
and IP assets that are not capable of registration) owned or used by 
the target and confirming the ownership thereof, any restrictions 
thereon, and the target’s scope of rights therein;

• reviewing and analysing the target’s agreements with past or pre-
sent employees, independent contractors and consultants with 

respect to the creation and ownership of IP assets and the use and 
disclosure of trade secrets and other confidential information;

• identifying and determining the scope of licences-in and licences-
out in respect of IP rights granted by or to the target;

• reviewing and analysing all other IP-related agreements (or intel-
lectual provisions in agreements), including research and devel-
opment agreements, consulting agreements, manufacturing, 
supply, and distribution agreements, settlement agreements, and 
IP licensing and assignment agreements;

• determining and analysing the target’s process for IP clearance, 
protection, and enforcement and for protecting trade secrets and 
confidential information;

• determining and analysing any past, present, or threatened intel-
lectual property-related claims or disputes involving the target, 
such as infringement actions, cease-and-desist letters, requests for 
intellectual property-related indemnification, disputes with past or 
present employees or contractors, and claims for remuneration for 
the creation of intellectual property;

• reviewing and analysing the target’s processes and procedures for 
developing software code, including identifying open source or 
copyleft code, reviewing source code scans, and identifying third-
party access to code as well as the target’s processes and proce-
dures in respect of employee inventions;

• reviewing and analysing agreements and rights with respect to 
information and communication technology assets and equipment;

• where the target’s business is subject to regulatory requirements 
with regard to technology (eg, applicable to technology outsourc-
ing in the financial industry sector), reviewing the target’s compli-
ance with such requirements;

• reviewing the target’s compliance with privacy and data protection 
laws, contractual obligations and company policies;

• vetting the extent and ramifications of any privacy or breaches or 
security incidents; and

• determining whether and what rights to process and use personal 
data will be available to the buyer.

Although the due diligence process for share deals and carveouts or 
asset purchases are similar, there are several key differences.

Where a business to be divested is not organised in the form of sep-
arate legal entities, the assets, contracts, rights, liabilities, employees 
and other resources pertaining to the business will have to be carved-
out from existing legal entities. As part of such transactions, an addi-
tional focus of due diligence is identifying and understanding:
• what is within the scope of the transaction and what is not;
• which resources have to be and can be transferred;
• whether there are any such resources that are in shared use;
• which activities are required to separate the business; and 
• which interdependencies exist between the business to be divested 

and the business to be retained.

Where carveout or asset purchase transactions require the assignment 
and transfer of IP rights, the buyer should confirm that all desired IP 
assets may be transferred (and are properly transferred) under appli-
cable law. The buyer should ensure that any shared rights in intellec-
tual property are properly allocated (usually on the basis of concepts 
of exclusive use or predominant use) and cross-licensed between the 
parties post-closing in appropriate fields of use.

If source code or data is being transferred, the right of the seller 
to transfer any third-party code (including open source) or third-
party data (including personally identifiable information) should be 
properly vetted.

With respect to mergers or share acquisitions, the buyer should 
review material intellectual property, information and communica-
tion technology contracts to determine whether they include change of 
control provisions triggered by the contemplated transaction, whereas 
for carveouts or asset purchases, the buyer should analyse any anti- 
assignment provisions triggered by the contemplated transaction. In 
Germany, where a contract is silent on transferability of the contract 
as a whole, consent by the third-party counterparty to the transfer 
is required.

German law also provides for transfer of assets by way of (par-
tial) universal succession in the context of transformations under the 
German Transformation Act (such as statutory mergers or hive-downs). 
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It requires a case-by-case analysis whether assignment restrictions or 
change of control termination rights may have an impact in the context 
of such transformations.

If a carveout or asset-purchase transaction does not include all 
employees relevant to the purchased IP assets or business, the buyer 
should perform sufficient diligence to confirm that there is no ‘key 
person’ risk, whether the seller will need to give or receive any (transi-
tional) services, whether any information and communication technol-
ogy systems or data will need to be migrated or separated, and whether 
the buyer will be able to use, maintain and exploit the purchased IP 
assets post-closing.

5 What types of public searches are customarily performed 
when conducting technology M&A due diligence? What other 
types of publicly available information can be collected or 
reviewed in the conduct of technology M&A due diligence?

Counsel for the buyer typically conducts:
• searches of publicly available databases (including the German 

Patent and Trademark Office and domain name registries) to 
identify and confirm the status, chain-of-title, expiration date (if 
applicable), scope of protection and ownership of the registered IP 
rights purportedly owned by the seller;

• trademark clearance and availability searches may be performed 
to identify potential third-party trademark rights, or ‘freedom to 
operate’ searches may be performed to identify potentially prob-
lematic patents;

• searches of websites owned by the target to analyse privacy poli-
cies, terms of service and other publicly available information 
regarding the target; and

• if the target is a public company, searches for public disclosures, 
such as annual reports.

6 What types of intellectual property are registrable, what types 
of intellectual property are not, and what due diligence is 
typically undertaken with respect to each?

A copyright is not registrable (but authors of anonymous works can 
apply for registration in a separate register to extend the duration of 
protection). All IP rights mentioned in the last paragraph of the answer 
to question 1 other than copyright are capable of registration.

For IP rights that can be registered and domain names, typically 
register searches are conducted to assess if the target is the registered 
owner. Since domain name registrars, in the context of the GDPR, 
have drastically reduced the scope of information that can be retrieved 
via ‘whois’ queries without demonstrating a legitimate interest, 
domain name searches in these registers may become less important 
going forward.

For non-registrable IP rights, review of underlying employment, 
development, contractor or licence agreements is important to deter-
mine their scope or the relevant rights to use and licences.

7 Can liens or security interests be granted on intellectual 
property or technology assets, and if so, how do acquirers 
conduct due diligence on them?

Liens and security interests (including security assignment) can be 
granted on intellectual property. Liens and security interests in trade-
marks can be registered in Germany, but there is no obligation to do so.

8 What due diligence is typically undertaken with respect 
to employee-created and contractor-created intellectual 
property and technology?

With respect to contractor-created intellectual property, the underly-
ing development or contractor agreements are reviewed for clauses 
addressing the allocation, transfer and licensing of the IP rights cre-
ated by the contractor.

The same applies with respect to employee-created intellectual 
property, it being understood that statutory law in respect of some 
forms of IP rights provides for legal presumptions or grants of rights 
regarding employee-created intellectual property. Inventions created 
or conceived by employees in connection with their employment are 
subject to a specific regime under which the employee has to notify 
its employer of the invention. If the employer claims the invention, all 
title, right and interest is acquired by the employer. The same applies if 

the employer does not release the invention within a specified period 
of time. The employee then has the right to claim an appropriate remu-
neration. As part of customary due diligence, typically the processes 
and procedures in place at the target are reviewed and any outstanding 
amounts of employee inventor remuneration or any disputes in con-
nection therewith are sought to be identified.

9 Are there any requirements to enable the transfer or 
assignment of licensed intellectual property and technology? 
Are exclusive and non-exclusive licences treated differently?

In general, the terms of a licence agreement govern whether the 
licence can be transferred or assigned. If the licence is not only a 
pure right of the licensee, but the licensee also assumes obligations 
under the licence, transfer of the licence requires a transfer of agree-
ment, which requires the counterparty’s consent (which may also be 
given in advance and is often given in advance to facilitate transfers 
to affiliates).

Regardless of the above, the transfer of copyright licences in gen-
eral requires the consent of the copyright owner.

10 What types of software due diligence is typically undertaken 
in your jurisdiction? Do targets customarily provide code 
scans for third-party or open source code?

Software due diligence generally consists of the following steps (in no 
particular order):
• What kind of software is involved? Proprietary, self-developed, 

purchased, open source?
• Who developed the software? Have all rights to the software been 

allocated or transferred to the target to allow the use of the soft-
ware for the intended purpose?

• Is the scope and term of the licence appropriate for the intended 
purpose?

• Do the relevant software agreements contain any termination 
rights or change-of-control clauses that would enable the respec-
tive licensor to terminate the licence?

• For open source software and for software that includes any open 
source components or libraries, have these parts and the corre-
sponding licence terms been identified accordingly?

Where software is ‘a’ or ‘the’ key asset, source code may be scanned 
by specialised providers for open source components or vulnerabilities 
within the source code.

11 What are the additional areas of due diligence undertaken or 
unique legal considerations in your jurisdiction with respect 
to special or emerging technologies?

In due diligence involving artificial intelligence products, the following 
points may be considered:
• the rights in and to the artificial intelligence (ie, the software itself, 

and the resources and databases it is based on); and
• the ownership in IP rights for something that the artificial intelli-

gence may be able to create (whereby it is worth noting that current 
German copyright law and patent law envisages a natural person 
as an author).

Additionally, depending on the field of use, further specific regulations 
may have to be observed and compliance may have to be checked.

As regards autonomous driving, unique legal considerations 
include the liability for decisions taken by the autonomously driving 
vehicle, in particular in case of death, bodily injury or damage to prop-
erty caused by such decision.

Big data raises legal issues mainly in respect of data protection and 
data security compliance, where personal data is part of the big data. 
Key issues to be considered in this context are:
• Can valid consent of data subjects for processing of their personal 

data be obtained in a situation where the scope and purpose of the 
processing is not yet defined when the personal data is collected?

• Do data points, which in themselves do not allow to identify a nat-
ural person, become personal data because, when taken together 
with other data points included in the big data, they allow such 
identification?
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Purchase agreement

12 In technology M&A transactions, is it customary to include 
representations and warranties for intellectual property, 
technology, cybersecurity or data privacy?

In share deals, warranties with respect to intellectual property may vary 
widely in scope and be subject to knowledge and disclosure, but usually 
contain, at a minimum, the following warranties:
• the target owns (free of liens or rights of third parties) or has a valid 

right to use the IP rights used in its business, and the schedule list-
ing such IP rights is true, complete and accurate;

• the target is not violating IP rights of third parties;
• contracts under which IP rights are licensed to the target are 

valid and there are no facts known that may lead to them being or 
becoming invalid;

• there is proper maintenance of IP rights to ensure that the target’s 
registered IP rights continue to be registered;

• the target’s IP assets are sufficient to continue its business after 
closing as before (this is usually heavily negotiated);

• completion of the transaction does not negatively impact the tar-
get’s right to use IP rights co-owned or used by the target;

• the use of IP rights is compliant with law or regulatory requirements;
• there are no (exclusive) licence agreements regarding the target’s 

IP rights;
• no licences, premiums or other compensation are paid for the use 

of IP rights by the target to third parties;
• the target has all the required rights to inventions made by employ-

ees and freelancers;
• the target’s IP rights have not unlawfully been obtained or used by 

third parties;
• IP rights owned by the target are valid, in full force and enforce-

able; and
• the target has implemented and maintained adequate measures to 

protect its business and trade secrets.

Typical warranties with respect to information technology would gen-
erally be shorter and cover:
• title in and to the target’s hardware and software;
• functionality of and absence of breakdowns for relevant IT systems; 

due maintenance (possibly including sufficiency to continue the 
business as before closing for a certain time period after closing); 
and that IT systems are sufficiently redundant and safeguarded;

• validity of agreements with third parties in relation to hardware or 
software (in particular, material or business-critical licensing, out-
sourcing or maintenance agreements); and

• no disclosure of the company’s source code to third parties.

Typical warranties concerning data privacy commonly cover:
• compliance with data protection and privacy laws, contractual obli-

gations, and company policies (usually heavily negotiated);
• the existence of a compliance management system that is able to 

ensure the fulfilment of these requirements; and
• no data breach or claim of such, resulting in damage, loss of or 

unlawful access to personal data.

Considering the recent implementation of the GDPR and rising aware-
ness for cybersecurity risks, there is a trend towards such warranties 
receiving greater attention by the parties involved in a transaction.

In asset deals, the warranties with respect to intellectual property 
and technology will typically be similar to the ones for share deals with 
the exclusion of such warranties that relate to a liability of the entity 
in itself rather than a liability in connection with certain IP assets or 
contracts. Since, in an asset deal, IP rights need to be individually iden-
tified and transferred, the sufficiency warranty (guaranteeing that the 
sold IP rights are sufficient to operate the business as before closing) 
may be of particular importance for the acquirer in deals where whole 
business units (not just single assets) are acquired.

13 What types of ancillary agreements are customary in a 
carveout or asset sale?

Ancillary agreements customary in carveout or asset sales include:
• short form IP assignments that are typically executed for purposes 

of recording assignments;
• transitional trademark and other IP cross-licences;
• transitional services agreements;
• IT and data migration agreements; and
• agreements for the separation of IT system and sites.

14 What kinds of intellectual property or tech-related pre- or 
post-closing conditions or covenants do acquirers typically 
require?

Typical IP or tech-related signing or closing conditions include:
• obtaining (confirmatory) invention and IP assignments and con-

fidentiality agreements from former and current employees and 
independent contractors (if such assignments were not previ-
ously obtained, are deficient, or to correct chain-of-title issues or 
ambiguities);

• third-party consents to change of control or assignment under 
material IP- or IT-related agreements with third parties or waivers 
of corresponding rights to terminate;

• amendments to material IP or IT contracts as may be required in 
order to successfully integrate the target into buyer’s business; and

• settlements or releases of outstanding adverse IP claims or actions.

Covenants will typically include specific restrictions on the target’s 
business between signing and closing to prevent a seller, among 
other things, from disposing material IP assets or entering into mate-
rial licence agreements outside the ordinary course of business. 
Covenants may also include specific tasks for the seller, such as reme-
diation measures, carrying out or renewing IP registrations or open 
source remediation measures by updating or replacing software to 
ensure compliance with open source licences and to eliminate poten-
tial inadvertent grants of open source licences or disclosure of source 
code to third parties.

Conditions to closing or covenants of the seller that apply to the 
period after closing may include:
• transitional trademark licences for any retained trademarks and 

licence or cross-licence agreements for any shared intellectual 
property; and

Update and trends

With respect to regulatory approvals required as part of foreign direct 
investment reviews by the German BMWi (see question 1), a surge in 
political initiatives for stronger investment control at the German and 
European level is currently under way.

In Germany, the current market climate is characterised by the 
BMWi’s increased awareness and persistent efforts towards enhanced 
scrutiny of foreign direct investments in high-tech industries, in 
particular, in connection with investments from China. The federal gov-
ernment announced in mid 2018 that it is planning to further strengthen 
German investment control reviews in due course. This is likely to 
include the lowering of the intervention threshold from 25 to 15 per cent 
in voting rights or equity for critical industries, largely in the technology 
sector. The changes are expected to come into force in late 2018.

In September 2017, the European Commission presented the pro-
posal of an EU Regulation establishing a harmonised framework for the 
review of foreign direct investments into the EU. The proposal, which is 

expected to be passed ahead of the election of the European Parliament 
end of May 2019, aims at striking the balance between maintaining 
the EU’s general openness to foreign direct investments and ensuring 
that the EU’s essential interests are not undermined. In any case, the 
new role of the EU Commission, as well as possibly a new Investment 
Screening Coordination Group as a second institutional coordination 
body next to the envisaged foreign direct investment screening contact 
points, will add another layer of complexity to the investment reviews 
in Europe.

Implementation of compliance with the GDPR, which is required 
since 25 May 2018, has been a hot topic and will remain so for the years 
to come. This is mainly driven by drastically increased statutory fines 
and enforcement as well as potential group liability comparable to that 
under EU competition law.

Requirements resulting from the IT Security Act for operators of 
critical infrastructures also remain a hot topic in technology M&A.
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• entering into ancillary agreements, including supporting the tran-
sition of the business to the buyer’s IT systems.

15 Are intellectual property representations and warranties 
typically subject to longer survival periods than other 
representations and warranties?

In the German market, claims based on ordinary business warranties 
will typically survive for a period of 12 to 24 months from closing. Tech 
M&A transactions with material IP and technology assets will occa-
sionally recognise longer limitation periods.

16 Are liabilities for breach of intellectual property 
representations and warranties typically subject to a cap 
that is higher than the liability cap for breach of other 
representations and warranties?

With respect to liability caps, intellectual property, information tech-
nology and data privacy warranties will typically be synchronised with 
other business warranties, subject to few exceptions outside competi-
tive auctions. Caps frequently range from 10 to 30 per cent of the pur-
chase price for slight negligence depending on the target’s risk profile 
and due diligence results obtained by the acquirer. Liability caps are 
gradually declining owing to the increasing use of warranty and indem-
nity insurance where acquisition agreements tend to operate with a 
‘zero liability concept’. Caps also tend to be lower for transactions with 
a volume of more than €100 million. Against this background, buyers 
of technology assets, especially from the United States, are pushing 
increasingly for higher caps specific to intellectual property, and tech-
nology warranties where intellectual property and technology consti-
tute the main assets of the target.

17 Are liabilities for breach of intellectual property 
representations subject to, or carved out from, de minimis 
thresholds, baskets, or deductibles or other limitations on 
recovery?

In the German market, IP warranties will typically be subject to the 
same limitations as other business warranties. The same applies to 
warranties relative to the target’s technology, cybersecurity or data 
privacy. If and to the extent, there are known IP risks (such as third-
party claims or challenges to IP rights, change of control issues), buy-
ers will frequently seek specific indemnities from a seller that do not 
apply the same type of limitations as applied for warranty breaches 
(see question 18).

18 Does the definitive agreement customarily include specific 
indemnities related to intellectual property, data security or 
privacy matters?

Specific indemnities usually cover risks identified through due dili-
gence or disclosure that are not yet quantified and cannot be addressed 
through warranty claims to the extent they are known to the purchaser. 
Indemnification will typically be given on a dollar-for-dollar basis 
(ie, without de minimis thresholds, baskets or deductibles). Depending 
on the financial exposure associated with the risks that form the basis 
for the indemnity and the value the parties associate with the respec-
tive IP right or other technology asset, the parties will discuss a cap for 
the liability a seller is prepared to cover. Indemnities will often be asso-
ciated with the request of the seller to ‘hold back’ in escrow part of the 
purchase price to ensure recoverability of the financial risk covered by 
the indemnity.

19 As a closing condition, are intellectual property 
representations and warranties required to be true in all 
respects, in all material respects, or except as would not cause 
a material adverse effect?

It is fairly common that intellectual property, technology and data 
privacy warranties are given both at signing and closing. Having said 
this, ‘walk away’ rights for the buyer for breach of warranties and cove-
nants are still rather uncommon (more frequently raised by US buyers) 
and, if applied, are usually limited to material warranty and covenant 
breaches or other material adverse effect type events. A seller will per-
ceive any walk away scenario without clear materiality qualifications 
as reducing transaction certainty, which makes this a heavily negoti-
ated area for discussion when pushed by a buyer.
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